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Self Intro

8 Yrs Product Design Experience First Designer in the team

Sole Design Expert in department, oversee all aspects of design work

Tynker Cisco DiDi
06/2014 - 05/2015

Teacher’s Portal

Kids’ coding Platform

06/2015 - 01/2020

Cisco Learning Network

Cisco Cloud Collaboration

Cisco Network Assurance Engine

04/2020 - Present

Cross-functional team Supports

Workshops, talents training, knowlege sharing

EagleEye Endpoints Protection Platform

Wen Liu
UX Design Lead/Design Expert at DiDi
From Senior UX Designer Promoted to

• Own the design vision, strategy, UX roadmaps, and product success

• Leading the development of UX processes with design decisions 

• Excel in building design systems to improve workflow and boost productivity 

• Proficiency in using data, interview and competitve anaysis to define and solve complex problem    

ABOUT MEBio, Expertise, Work history

ABOUT ME



Responsibilities and Projects

Main Responsibilities

Key Projects

25+0-1

1,000+ 20+

Accomplishments at DiDi

Cross-functional team support with UX guidance, supervision, execution

Re-design the features related with audit and control management

Build EagleEye entire design system from scratch

Mentor, collaborate with contractor and interns in multiple projects

Build UX of DiDi D-Sec endpoint software

9
New clients acquisition

8.3

75%
Cross-functional team products UX supports

Holding design workshops, talents training, and knowledge-sharing sessions

EagleEye Endpoints Protection Platform end to end UX enhancement

Product average NPS score
13 Clients sample，NPS value 64%

Generated revenue with UX Enhancement 
in commercialization of the product

EagleEye clients’ trial conversion rate

New EagleEye features launchedBuild EagleEye design system

Related product page design Talent training project completed

2019 18%, 2020 46%, 2021 62%, 2022 83%

6M$

ABOUT MERoles and accomplishments

ABOUT ME



PRODUCT IN

EagleEye EPP

• Internal Security Tool
• Market - Approved 

• Mature Product

• Risk Detection 

• Security Audition

• TRAD. DLP Features

• Control Management

• Endpoints Security

Internal use

Traditional DLP

Commercialization

EPP Integrations

Internal + External Covered：100K Endpoints

Policy

PRODUCT INTROProduct overview

Users：Enterprise Security Operators



EagleEye Policy Center 

Re-Design

User Experience EnhancementPROJECTS

PROJECTS

To e!ectively address complex problems and enhance user experience, 
it is crucial to gather and analyze data using established design methodologies. 
By doing so, it is possible to identify and implement improvements that will 
increase feature conversion rates, task success rates, and engagement rates. 



BACKGROUND

BACKGROUND

2020

 

2019 2021 2022
P a s t N e w

Enterpise Level
EPP with one stop solution

Internal
Security Tools

External
DLP Product

External
Market - Approved 
DLP Product

Fission period
Seeking the 2nd Curve
Start from Policies Control

Growth Period

Stable Period

Mature Period

Product observation and growth trend

Business and Users' Goal BUSINESS GOAL

USERS (SecOps) ’ GOAL

• Trial Conversion

• Clients Acquisition

• Clients Retention

• Revenue Growth

• NPS Increase

• Market Share

• Efficiency of Daily Task

• Reliability of Performance

• Meet Flexibility of Requirements

• Lower Learning Cost

• Effectiveness of Cost

• Scalability of Features

• Continuous improvement

• Reduce Insider Risk Rate

• Improve Security Awareness
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Qualitative analysis from existing policy configuration features

User Feedbacks

David Li

Kz Wu

Bert Wu

Vic Wong

Jason Zheng

Yaoxiong Zheng

Alex Zhao

Jimmy Zhang

Cherie Wong

Vicky Yu

SecOps Position User Scenarios Pain Point

Director, Security Operations

Security Operations Manager

Security Operations Administrator

Security Operations Administrator

Cyber Security Administrator

IT Security Administrator

IT Security Administrator

Information Security Administrator

Information Security Administrator

Information Security Administrator

• Assessing the impact of departmental policies
• High-level review of security policies content and structure

• Managing security policies and procedures
• Managing insider threats, Identifying and protecting sensitive data

• Developing app related policies and procedures
• Con!guring multiple policy control management

• Developing app related policies and procedures
• Con!guring multiple policy control management

• Developing webapp related security policies and procedures
• Con!guring webapp, app blocking control management

• Developing deivce security policies and procedures
• Con!guring device basics, app, app process control management

• Developing deivce security policies and procedures
• Con!guring device basics, external device control management

• Developing forensics, watermark security policies and procedures
• Investigative multiple policy control management

• Developing forensics, watermark security policies and procedures
• Investigative forensics, water mark control management

• Developing forensics, watermark security policies and procedures
• Investigative forensics control management

Con!guation process not start from department level

For All / For One interaction process is inconsistent

Confused on content and feature, feeling useless

Validation errors when edit, performance issue

Frustrated on work"ow, batch operation not userfriendly

Complex process on control management work"ow

The work"ow is very confusing, con"icts, validation errors

Interactive confusion, no con!dence to use on forensics features

Too much info need to !ll on form, hard to complete the daily task

Batch operation with performance issue

USER INTERVIEW

USER INTERVIEW



DATA

DATA
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Collaborate with data scientists to ensure the data from internal analytics tools are accurate.

Quantitative analysis from existing policy configuration features

Data  (7 Days)

2% (fair)

1 time per day (fair)

2 minutes (poor)

40% (poor)

20% (fair)

20 minutes (fair)

10 minutes (fair)

10 errors per user (fair)

50% syntax errors (fair)

Data

Click-Through Rate:

Engagement Rate:

Task Completion Rate:

Time on Task:

Error Rate:

Metrics

Low click-through rate

Duration of engagement

Frequency of engagement

Abandoned tasks

Repeated tasks

High average time

High standard deviation

Frequency of errors

Types of errors

Attribute

Users are confused about content, lack clear CTA, unappealing UI design. 

Users are not !nding the policy con!guration feature useful or valuable

Users are quickly losing interest or becoming frustrated with the process

Users are encountering di"culties

Users are having di"culty understanding how to complete the process

Process is too complex or time-consuming

The process is inconsistent or di"cult to predict

Users are encountering problems during the process of setting

Program language used in the UI is confusing or unclear

Analysis
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UX Score4.12

Easy to learn?

Easy to use?

Recommend product to others?

Survey

Survey

Survey

5

4

4

Avg. 4.25

Recommend features to others? Survey 4

Happiness 30%

Would like to use in future?

Would like to use instead of
choose other product?

Would like to use now? Survey

Survey

Survey

4

3

3

Avg. 3.33Adoption 15%

Attitude

Features - DAU

Features - Last 7 DAU

Features use often

Data

Data

Survey

（3/10）3

（4/10）4

4

Avg. 3.67Engagement 15%

Features - Last Day Data （32%）3.2

Features - Last 3 Day Data （46%）4.6

Features - Last 7 Day Data （38%）3.8

Avg. 3.86Rentention 10%

4

4

Complete tasks quickly?

Complete tasks accurately?

Complete tasks easily?

Completion of daily tasks?

Survey

Survey

Survey

3

3

Survey

Avg. 3.50Task Success 30%

Action

Survey Model
Use Google Heart Model with slightly change, send the survey to 10 SecOps and combine the data from data analytics tools to calculate.

UX Validation on exsiting policy configuration featuresVALIDATION

VALIDATION



Defined Problem
 DEFINE

DEFINE

Fom user feedbacks, data and survey model

Policy controls were fragmented

Useless of All Device Configuration

Complex workflow

Performance issue with validation process

No policy view from Department



Interaction Layer

Visual Layer

Framework Layer
LOGIC

DESIGN STRATEGY

LOGIC

 EFFICIENTY

 EFFICIENTY EMOTION

 EMOTION

Framework Update01

02

03

Efficiency Improvement

Design System Empowerment

Focus on the product logic to re-build security operation work!ow, re-build
information architecture to ensure operation easily and meet users’ need

Improve basic source, set element priority and optimize display, simplify the work!ow to 
enhance the operation experience

Empowering design system is more e"ective internal collaboration, improving visual experience 
in security operation scenarios and enhances branding recognition

Methodology
PROCESSUse Product Thinking for a design solution

PROCESS



LOGIC

 What is it?

How’s the user feedbacks?

Current design usabilities
Statistics from SecOps

*The data from user interview and survey

most useful more useful so so useless Not at all

so so + Not at all

62%

3%

18%

73.7%

54.3%

33.6%

18.5%

44%

25%
More needs on

special device configuration

Feature is fragmented,
conflict in the workflow

Less uses case on All of
on/off scenarios

Others

10%

• On/Off behavior
• Conditions need to be accessed

Why nobody uses All Device Configuration?

An important carrier of the overall endpoints configuration

Main channels for security operators and endpoints interaction
• Endpoints need to be managed in enterprise assets level 
• An important configuration channel

Current design useless reason
Survey from SecOps

Page section and feature conversion issue

lOGIC
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Visual analysis from Heat-Mapping tool

Heat Map References

RESEARCH

LOGIC

Landing page before scrolling Landing page after scrolling

• All Device Con!guration feature is useless, page section conversion rate is low
• Users may open couples of the same page in one browser by interacting at Nav
• Users are encountering scrolling issue 



BUSINESS

Compliance
Service

All Devices
Policies
(For All)

Compliance
Requirements

Special Devices
Policies

(For One, Partial)

Rules

Policies

Existing Feature Logic

Poilcy 1

Fragmented Policies with rules on For One, Partial / For All con!gurations
Usage for all device con!guration is too low

(Problem from research)

Existing Framework
LOGICFramework Problem

Poilcy 2

Poilcy 3

Poilcy 4

Poilcy 5

Duplicate Con!icts
Performance Issue

lOGIC



BUSINESS

Compliance
Service

All Devices
Policies
(For All)

Compliance
Requirements

Special Devices
Policies

(For One, Partial)

Aggregated
Policies

Policy
Center

• Built-in Rules
• Create, Edit, View, Delete Rules

• Inherit Rules from default scenarios
• Create, Edit, View, Delete Exception Rules
• Dealing with For One / For All from Dept. to avoid con!icts
• Con!guration impact: Exception > Default

Transfer from device dimension to people
(Ideas from Research)

Department
List

Aggregate fragmented policies
(Ideas from Research)

New Framework Design Thinking
LOGICFramework Update

lOGIC

Batch operations
Scenarios

• Inherit Rules from default scenarios
• Create, Edit, View, Delete Exception Rules
• Batch operation work"ow focus on For Partial from Dept. to avoid con!icts

Publish on Action

Exception
Rules

Default
Rules

Save on Action

Rules

Policies

Existing Feature Logic



Wireframe with I/A
LOGICInformation Architecture

LOGIC



Integrate multiple configurations, establish the function logic

Shows the unity of relevance and highlights the key content

GOAL

Basic

Element

Expression

EFFICIENTY

Product Thinking

All         Defalut

Special        Exception

Make the Work!ow with

High E!ciency
Improve Basic source, unified management

Optimize display, information at a glance

Specify Configuration, ensure the priority
Set Element priority, publish with caution

Efficiency Improvements

Interaction Enhancement

EFFICIENTY
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RESEARCH

EFFICIENTYEfficiency Problems

Exsiting Workflow



02

Priority

P0/

P1/

P2/

Critical

Minor

Policies
Department

Major
Call to Action in 
Landing of DEF, EXC

Call to Action in 
EXC. Details

Set Element priority, clear for IA expression

Clickable Elements of Defaults and Exceptions

On/Off Switch

Tab with Aggregated Policies Department List

SaveCreate Edit EXC. DetailsDelete

Create Edit PrioritizeDelete

Publish

Search

01 Improve Basic source, unified management

BEFORE

AFTER

Security Ops

Policy Center

Rule1 Rule2 Rule3 Rule4

Security Ops

Basic Apps WebApps TraceabilityBehavioral

Apps WebApps EXT Device Forensics

EFFICIENTY

EFFICIENTYEfficiency Improvements

Basic and Element



Self - Protection

DISK Protection

CPU

All Disk process enabled

Defalut Rules Description

All CPU usage peak limit

All RAM usage limitRAM Control

Action

Details

Process Test protection test

Exception Rules

Low-End Device

Self Test, CPU Test, RAM Test Details

White - List

Mac Updates

Defalut Rules

IDEA

360

Description

Mac Updates white - list 

IDEA Strategy white - list 

360 white - list

ActionException Rule

Mac-Update

IDEA-Rule Details

Details

Self Test
Device Source: Enterprise Assets

Exception Rules Coverage ActionRemark

TestOS: Windows

On/Off State

Creat an Exception Rule

Operator

Wenliu

CPU Test
Device Source: Enterprise Assets

OS: Windows, Mac
Test2 Wenliu

RAM Test Device Source: Enterprise Assets: Test3 Wenliu

Details

Details

Details

Creat, On/O! Switch, Edit, Delete, Prioritize
for Exception Rules

P2

Foundation Sec

Same rules for connection between default and exception

Deafut, Exception, Batch Operations
integrate to Policy Center on Nav

Creat, Edit, Delete (default), Detalis (Exception) for Default Rules, 
place Save and Publish button

Save

Home / Policies Center / Default Configuration Wen Liu

Endpoint Basic Apps Leakage Behavior Conrtol Traceability Control

Settings

Risk
Center

Exception
Policies

Task
Center

Assets
Center

Policy
Center

Default
Policies

Batch
Operations

Self - Protection Policies

Add Self - Protection Rule Total 3

White - List Policies

Add White - List Rule

Mac Updates

Default Rule Name

IDEA

360

Type

Process

File Hash

Directory

Match Parameter

update…

sha: 826383hshwb…

…/360/…

Action

CPU

Default Rule Name Type

Assets Control

RAM Control Assets Control

Action

DISK Protection Keep Alive

All CPU usage peak limit

Description

All RAM usage limit

All Disk process enabled

Default State

30%

500M

On

Process Test Keep Aliveprotection test Off

Personal
Center

Total 3

Description

Mac Updates white - list 

IDEA Strategy white - list 

360 white - list

Search

Search

Self - Protection Policies

DISK Protection

CPU

All Disk process enabled

Default Rules Description

All CPU usage peak limit

All RAM usage limitRAM Control

Action

Details

Process Test protection test

Exception Rules

Low-End Device

Self Test, CPU Test, RAM Test

Details

White - List Policies

Mac Updates

Default Rules

IDEA

360

Description

Mac Updates white - list 

IDEA Strategy white - list 

360 white - list

ActionException Rules

Mac-Update

IDEA-Rule Details

Details

Publish

Wen Liu

All Departments

CEO

CTO

Business Sec

wanghaokun

wenliu

Yangzhongnan

liu haoeric

SSTG

Info Sec

S&FO&L

Enterprise Service Group

SSTG OfficeSettings

Risk
Center

Task
Center

Assets
Center

Policy
Center

Default
Policies

Batch
Operations

Personal
Center

Exception
Policies

Endpoint Basic Apps Leakage Behavior Conrtol WebApps Leakage Traceability Control

Home / Policies Center / Exception Configuration

Voyager

Aggregate fragmented Policy pages to the Tab,
place Search and Department list on Exception Policies

Details

Foundation Sec

Details

Details

P0 P1

EFFICIENTYEfficiency Improvements

EFFICIENTY

Expression
03 Optimize display, information at a glance

WebApps Leakage

Built-in

Built-in

Built-in

Built-in

MacOS-BigSur

MacOS-BigSur

Built-in

Built-in



7 3
Configure
Scenarios

Department
Control 
Rquest

Google Drive
upload 
blocking

Configure via Policy Center

• Exception rules are visible

• No Duplicate Validation

• Publish with confidence

Task
Complete

Add Special 
Configuration

Duplicate

Validation

Control 
Management

Before After

Operation
Workflow

If Pass
Success

If not Pass
Try again

EFFICIENTYEfficiency Improvements

Simplified Workflow

Add
Exception 
Rules for 
the Dept.

Select 
Department

Select
Google Drive

upload 
blocking

01

02

EFFICIENTY



EMOTION
Design System in Operation Scenarios
Design System Empowerment

EMOTION

Clear Direction
Design Speci!cation

Design 
Principles

Product Recognition
Branding Expression

Design
System Model

E"ciency Collaboration
Design Consistency

UI Design
Pattern



Research

Define

Validate

Specify

UI
Master

Research from Domain knowledge, former practices, 
Design Trend, Corporate Branding, Competitive Analysis

De!ne UI Component or Style include grid, layout, typography, 
colors, padding, table, calendar, etc.

Pick same functional components, store them and in user 
scenarios and tools to validate usability and accessibility

According to the style, UI patterns and components 
to generate Redline - Spec

Finalize UI Master File, establish design principles, sync with 
Engineer to build open source live design system (React Framework)

EMOTIONDesign System Empowerment

Severity Palette

High Severity Palette

Standard Palette

Critical
Color: #FF1744

Critical Level 1
Color: #FF1744

Standard Color
Color: #78AAFF

Standard Color 2
Color: #337EFF

Standard Color 3
Color: #1A5CCD

Standard Color 4
Color: #123D87

Standard Color 5
Color: #001E5A

Standard Color 6
Color: #666699

Standard Color 7
Color: #9494B8

Standard Color 8
Color: #B3B3CC

Critical Level 2
Color: #FF4569

Critical Level 3
Color: #FF748F

Critical Level 4
Color: #FFB9C7

Major
Color: #FF7D00

Minor
Color: #FFDD00

Warning
Color: #40C4FF

Info
Color: #00C7B3

Other

Unused / Disabled
Color: #DDDDDD

Other / No Data
Color: #999999

Total
Color: #555555

Standard Color
Color: #AA8870

Standard Color 2
Color: #D07A49

Standard Color 3
Color: #E09187

Standard Color 4
Color: #59BEB8

Standard Color 5
Color: #B0D1E0

Standard Color 6
Color: #80465E

Standard Color 7
Color: #D9C15D

Standard Color 8
Color: #3BAD5B

Search
16px

Add / New
16px

Delete
16px

Edit
16px

Settings
16px

View Details
16px

Warning
16px

Priority
16px

Refresh
16px

Con!gure
16px

Back
16px

User
16px

Diagnostics
16px

Analysis
16px 

Conference
16px

Document
16px

h1. Font Example

h2. Font Example

h3. Font Example

h4. Font Example

h5. Font Example（minimum size use on tab icon)

h6. Font Example (minimum size use on chart)

PingFang SC, 3.2 rem

PingFang SC, 2.4 rem

PingFang SC, 1.8 rem

PingFang SC, 1.4 rem

PingFang SC, 1.2 rem

PingFang SC, 1.0 rem

Heading Font size

PingFang SC 400, #555555, 1.4 rem, line-height: 2 rem

Default Body Font

Lorem ipsum dolor sit amet, consectetur adipiscing elit. Praesent ornare, risus 
id iaculis tristique, dolor mauris venenatis diam, a auctor mi tellus id purus. 
Maecenas lobortis, metus nec laoreet pharetra, quam dolor tristique libero, sit 
amet aliquam diam turpis vel libero. Nulla eu libero vulputate, cursus dui eget, 
malesuada libero. Donec sollicitudin et urna nec condimentum.

Hint Text Font Style

Disabled Font Style

Link Font Style

Link Font Style (Hover)

PingFang SC, #999999

PingFang SC, #CCCCCC

PingFang SC, #FA8919

PingFang SC, #FA8919, Underline

General Font Styling

Light

Regular

Medium

PingFang SC, 300

PingFang SC, 400

PingFang SC, 700

General Font Weight

Lorem ipsum dolor sit amet, consectetur adipiscing elit. Praesent ornare, risus 
id iaculis tristique, dolor mauris venenatis diam, a auctor mi tellus id purus. 
Maecenas lobortis, metus nec laoreet pharetra, quam dolor tristique libero, sit 
amet aliquam diam turpis vel libero. Nulla eu libero vulputate, cursus dui eget, 
malesuada libero. Donec sollicitudin et urna nec condimentum.

Lorem ipsum dolor sit amet, consectetur adipiscing elit. Praesent ornare, risus 
id iaculis tristique, dolor mauris venenatis diam, a auctor mi tellus id purus. 
Maecenas lobortis, metus nec laoreet pharetra, quam dolor tristique libero, sit 
amet aliquam diam turpis vel libero. Nulla eu libero vulputate, cursus dui eget, 
malesuada libero. Donec sollicitudin et urna nec condimentum. Nulla eu libero 
vulputate, cursus dui eget, malesuada libero. Donec sollicitudin et urna nec 

Design System Model

EMOTION



UI Design Pattern
EMOTIONDesign System Empowerment

EMOTION

Search

Search Filter

Publish

Home / Policies Center / Exception Policies Wen Liu

Settings

Risk
Center

Task
Center

Assets
Center

Policy
Center

Default
Policies

Exception
Policies

Exception
Bulk Changes

Endpoints Basic Apps Leakage Behavior Control WebApps Leakage Traceability Configuration

All Departments

Info Sec

S&FO&L

Enterprise Service Group

SSTG Office

Exception Rule has been created

Self - Protection

DISK Protection

CPU

All Disk process enabled

Default Rules Description

All CPU usage peak limit

All RAM usage limitRAM Control

Action

Details

Process Test protection test

Exception Rules

MacOS-BigSur

Low-End Device

Self Test, CPU Test, RAM Test Details

White - List

Mac Updates

Default Rules

IDEA

360

Description

Mac Updates white - list 

IDEA Strategy white - list 

360 white - list

ActionsException Rules

Mac-Update

IDEA-Rule Details

Action

Create an Exception Rule

Self Test

Exception Rule

CPU Test

RAM Test

Coverage

Device Source: Enterprise Assets

OS: Windows

Device Source: Enterprise Assets

OS: Mac

Device Source: Enterprise Assets: 

Remark

Test

Test1

Test2

On/Off State Operator

Wenliu

Wenliu

Wenliu

CEO

CTO

Business Sec

wanghaokun

wenliu

Yangzhongnan

liu haoeric

SSTG

Foundation Sec

Experience Service Platform

Driver&Vendor Platform

Goods Category

IBG

IBT

Voyager

S & G Business line

Personal
Center

Details

Details

Details

Details

Built-in

Built-in



Clear Direction for Implementation 

Establish Design Speci!cations  (Redline-Spec)

Deliver with Hi-Fidelity Mockups

Ensure Product Standardization

EMOTIONDesign System Empowerment

EMOTION

Design Principles
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1. Generate Int. clickble prototype 1. Sync Goals, communicate with approach

3. Use End User feebacks to support

2. Design practices, domain knowledge and experience Support

1 2 4

GOAL

Testing for Feedbacks Convincing Stakeholders for Signed O! Validate for Next Iteration

Let End Users (SecOps) 
!nd the solution

Home / Policies Center / Batch Operations Wen Liu

Settings

Risk
Center

Task
Center

Assets
Center

Policy
Center

Default
Policies

Exception
Policies

Batch
Operations

Total 9Add Batch Exception Rules Delete Selected Create Data Export Task

Search

Rule Name Rule Type Effective Target Remark

Type

Any Any

Any

Operator

Any 2020-10-03 ~ 2021-02-25 Search

Any

Set Rule

Any

Set RuleRule Name

BPM

Manual

Type

Admin

haokun

Operator

2021-07-02 05:20:56

2021-03-18 02:58:25

Date & Time

bogontype123

All

Effective Target Action

Bulk haokun 2021-07-04 06:25:07Foundation Sec

1 Row 10 25 5050

USB

Win Mark

Low End

USB Storage

Dark Watermark

Google Drive

02/20 meeting

All watermark Contr...

Remark

low end managment

Rule Type

Control

Watermark

Control

BPM

Manual

Admin

haokun

2021-07-02 05:20:56

2021-03-18 02:58:25

bogontype123

All

Bulk haokun 2021-07-04 06:25:07Foundation Sec

USB

Win Mark

Low End

USB Storage

Dark Watermark

Google Drive

02/20 meeting

All watermark Contr...

low end managment

Control

Watermark

Control

BPM

Manual

Admin

haokun

2021-07-02 05:20:56

2021-03-18 02:58:25

bogontype123

All

Bulk haokun 2021-07-04 06:25:07Foundation Sec

USB

Win Mark

Low End

USB Storage

Dark Watermark

Google Drive

02/20 meeting

All watermark Contr...

low end managment

Control

Watermark

Control

2. Usability testing with End Users

1. Clairfy each feature development and data api

2. Ensure the Development Resources

Planning, Documenting before delivery 

3. Clarify the overall sprint planning and scope

Based on the usability testing result/note, 
validate and optimize the solution

Personal
Center Date & Time

Testing note: User need batch operations

COLLABORATIONCollaborative Process

1. Data & Heat map from A/B testing

3. De!ne problems form results

4. Continue to solve problems

3. Optimization (Iterate process)

4. Compare with 2-3 versions for future A/B testing

Teamwork, Dreamwork

3

2. Conduct User Interview and Survey

4

Follow up with implement process
1. Work with Engineers, present design specs

2. Overcome technical constrains if needed

3. Validate interaction, UI specs on stage envr.

4. File defacts if any UI or interact issues exist
5. Follow up with launch process5. Clickble prototype to present user work"ow, scenarios

COLLABORATION

4. Documented, upload all design related docs on 
     WiKi with user"ow and scenarios description
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COLLABORATIONConvincing Stakeholders

Articulating Design Decisions

COLLABORATION

Search

Search Filter

Publish

Home / Policies Center / Exception Policies Wen Liu

Settings

Risk
Center

Task
Center

Assets
Center

Policy
Center

Default
Policies

Exception
Policies

Exception
Bulk Changes

Endpoints Basic Apps Leakage Behavior Control WebApps Leakage Traceability Configuration

All Departments

Info Sec

S&FO&L

Enterprise Service Group

SSTG Office

Self - Protection

DISK Protection

CPU

All Disk process enabled

Default Rules Description

All CPU usage peak limit

All RAM usage limitRAM Control

Action

Details

Process Test protection test

Exception Rules

MacOS-BigSur

Low-End Device

Self Test, CPU Test, RAM Test Details

White - List

Mac Updates

Default Rules

IDEA

360

Description

Mac Updates white - list 

IDEA Strategy white - list 

360 white - list

ActionsException Rules

Mac-Update

IDEA-Rule Details

CEO

CTO

Business Sec

wanghaokun

wenliu

Yangzhongnan

liu haoeric

SSTG

Foundation Sec

Experience Service Platform

Driver&Vendor Platform

Goods Category

IBG

IBT

Voyager

S & G Business line

Personal
Center

Details

Details

Details

Details

Built-in

Built-in

Search

Search Filter

Publish

Home / Policies Center / Exception Policies Wen Liu

Settings

Risk
Center

Task
Center

Assets
Center

Policy
Center

Default
Policies

Exception
Policies

Exception
Bulk Changes

Endpoints Basic Apps Leakage Behavior Control WebApps Leakage Traceability Configuration

All Departments

Info Sec

S&FO&L

Enterprise Service Group

SSTG Office

Self - Protection

DISK Protection

CPU

All Disk process enabled

Default Rules Description

All CPU usage peak limit

All RAM usage limitRAM Control

Action

Details

Exception Rules

MacOS-BigSur

Low-End Device

White - List

Mac Updates

Default Rules

IDEA

360

Description

Mac Updates white - list 

IDEA Strategy white - list 

360 white - list

ActionsException Rules

Mac-Update

IDEA-Rule Details

CEO

CTO

Business Sec

wanghaokun

wenliu

Yangzhongnan

liu haoeric

SSTG

Foundation Sec

Experience Service Platform

Driver&Vendor Platform

Goods Category

IBG

IBT

Voyager

S & G Business line

Personal
Center

Details

Details

Details

Details

Built-in

Rule Details - “Process Test”

Cancel Save

Action

Create an Exception Rule

Self Test

Exception Rule

CPU Test

RAM Test

Coverage

Device Source: Enterprise Assets

OS: Windows

Device Source: Enterprise Assets

OS: Mac

Device Source: Enterprise Assets: 

Remark

Test

Test1

Test2

On/Off State Operator

Wenliu

Wenliu

Wenliu

Stakeholder Expected: Display a Rule Details Model after User click on Details My Approach: Expand a row for Rule Details after User click on Details (Proceed Version     )

Process Test protection test Self Test, CPU Test, RAM Test Details

Action

Create an Exception Rule

Self Test

Exception Rule

CPU Test

RAM Test

Coverage

Device Source: Enterprise Assets

OS: Windows

Device Source: Enterprise Assets

OS: Mac

Device Source: Enterprise Assets: 

Remark

Test

Test1

Test2

On/Off State Operator

Wenliu

Wenliu

Wenliu

Built-in



VALIDATION
!"#!$!$

After 7 days of launch, collaborate with data scientists to ensure the data from internal analytics tools are accurate.

UX Validation

Data  result after launch

Click-Through Rate:

Engagement Rate:

Task Completion Rate:

Time on Task:

Error Rate:

 20% (excellent)

4 times per day (excellent)

10 minutes (excellent)

5% (good)

2% (good)

7 minutes (excellent)

2 minutes (excellent)

1 error per user (excellent)

10% syntax errors (good)

DataMetrics

Users are clear with content, easy to !nd CTA, UI design is intuitive 

Users are easy to !nd the policy con!guration feature with useful or valuable

Users are interest or more like to interact with the process

Users are understanding how to complete the process

Process is easy or e"ciency

The process is consistent or easy to predict

Users are encountering less problems during the process of setting

Program language used in the UI is confusing or unclear

Analysis

Users are able to use the feature without any problems

Low click-through rate

Duration of engagement

Frequency of engagement

Abandoned tasks

Repeated tasks

High average time

High standard deviation

Frequency of errors

Types of errors

Attribute

VALIDATION



!"#!$!$

Survey Model
UX Validation result after new policy configuration features luanchedVALIDATION

UX Value 33.6%

VALIDATION

7.48UX Score

8

8

7

Avg. 7.50

7

8

7

7

Avg. 7.33

（6/10）6

（7/10）7

8

Avg. 7.00

（72%）7.2

（82%）8.2

（77%）7.7

Avg. 7.70

8

8

7

8

Avg. 7.75

Action Attitude

Data

Data

Survey

Engagement 15%

Data

Data

Data

Rentention 10%

Complete tasks quickly

Complete tasks accurately

Complete tasks easily

Completion of daily tasks

Survey

Survey

Survey

Survey

Task Success 30%

Easy to learn

Easy to use

Survey

Survey

Survey

Survey

Happiness 30%

Would like to use after 7 days

Would like to use Survey

Survey

Survey

Adoption 15%

After 7 days of launch, send the survey to 10 SecOps and combine the data from data analytics tools to calculate.

Would like to use instead of
choose other product?

Recommend product to others?

Recommend features to others?

Features - DAU

Features - Last 7 DAU

Features use often

Features - Last Day

Features - Last 3 Day

Features - Last 7 Day



PROJECTS
Empowering others with same

Design System
Applying design system empowerment on other products allows for the 
seamless integration of design elements and principles, resulting in a cohesive 
user experience and strengthening the overall brand identity. Fostering a shared 
understanding and language across cross-functional teams and disciplines.

PROJECTS



EMPOWERMENT
DiDi Privacy Center
Design System for Cross-Functional Teams

EMPOWERMENT

Background:
• Compliance Requirement need to build from scratch

Goal:
• Clickable Prototype for an e!cient, scalable, and user-friendly privacy center

Action:
• Empower EagleEye Design System with reusable UI components and design patterns
• Collaborate with cross-functional teams to ensure the design system e!ectively
• Test and validate the usability through user research

Result:
• Achieve a cohesive, consistent, and on-brand privacy center design
• Improve user experience metrics such as engagement and adoption rates
• Align with evolving user needs and business goals.



EMPOWERMENT
Anti Intrusion IDR Platform
Design System for Cross-Functional Teams

EMPOWERMENT

Background:
• The current design has inconsistencies and usability issues

Goal:
• Applying EagleEye Design System for better consistency, usability, and scalability.

Action:
• Empower EagleEye Design System with reusable UI components and design patterns
• Working closely with cross-functional teams to ensure its e!ective implementation
• Validate the e!ectiveness of the design system through user research and A/B testing.

Result:
• Increase user satisfaction and engagement, resulting in conversion rates and task success rates
• Establish a cohesive and consistent brand identity across the platform
• Align with evolving user needs and business goals.



Mentored and collaborated with intern to 
successfully complete projects from 
conception to launch.

Enhanced product competitiveness and 
increased client conversion rates during 
commercialization.

EagleEye 
Large screen

Data 
Visualization

Talent DevelopmentMENTORING

MENTORING



Provided mentorship to intern while 
collaborating on the complete re-design 
the entire platform for global internal customers.

Concluded design patterns and speci!cation, 
resolved UX issues to achieve a consistent 
and intuitive design that increased 
task success, adoption, and engagement 
rates and met user needs.

MENTORING

Talent DevelopmentMENTORING
DiDi Intl.
Privacy Platform



SSO Center - Product Lead

SSTG/Info Sec/Engineering Platform/

Sec Architecture

“With complete design ideas and comprehensive 

abilities, have great enthusiasm and strong initiative 

for design work, and have a strong sense of service. 

He can think deeply about improving the overall 

design level of the system.”

EagleEye Sr Product Manager

SSTG/Foundation Product/

Endpoint Sec

“Wen Liu not only can complete the visual design 

excellently, but also has a deep accumulation of 

product interaction friendliness and security 

product design logic. He has a good sense of 

service and actively helped me solve many problems 

in the product design of Eagle Eye”

Anti-Intrusion IDR - Product Lead

SSTG/Info Sec/Cyber Sec/

Anti-Intrusion

“Thanks to Wen Liu for supporting the IDR platform 

project, helping the platform to standardize a unified 

visual style, improving the platform user experience, 

and adding support for internationalization. Looking 

forward to the continued cooperation in the 

subsequent platform UI improvements”

Privacy Center - Product Manager

SSTG/Info Sec/Engineering Platform/

Sec Architecture

“From the international privacy platform to the 

domestic privacy center product build, Wen not 

only has continuous high-quality design output, but 

also led the team to build UI design specifications 

to provide strong support for compliance work, and 

all teams are very recognized.”

CLOUTS

CLOUTS

Endorsements from PMs

Influence on PMs



Design Showcase
Cisco Network Assurance Engine Prototype



Epoch Trend
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Dashboard

Category

Tenant Endpoint

Real Time Change Analysis

Tenant Forwarding

Resource Security

Resource Utilization

System

Compliance

Total

224

74

108

261

4

4

1

4

127

161

1

1

0

0

0

15

21

18

0

0

0

187

376

191

238

0

6

0

196

0

50

66

0

2

0

611

592

531

584

5

12

2

Critical

314
Major Minor Warning Info Total

998 54 294 675 2,335

Smart Events by Severity

Policy CAM by LeafEndpoints by Leaf Routes by Leaf

Leaf

candid5-leaf1

candid5-leaf2

candid5-leaf3

candid5-leaf4

Total EPsUnhealthy EPs

189

21

7

5

185

18

7

5

View endpoint issues on all leafs

Leaf

candid5-leaf1

candid5-leaf2

candid5-leaf3

candid5-leaf4

Internal... Total...

1,092

1,038

611

345

External...

101

0

99

15

1,190

1,038

710

360

View route counts on all leafs

Leaf

candid5-leaf1

candid5-leaf2

candid5-leaf3

candid5-leaf4

% Used

View policy CAM usage on all leafs

0.68%

0.46%

0.28%

0.00%

Unhealthy Count by Resource

Tenants

19 / 226

Contracts

10 / 50

Leaf

2 / 4

External Routed 
Networks (L3Outs)

20 / 226

Interfaces

32 /245

Internal Subnets

167 / 189

External Routes

22 / 186

Endpoints

31 / 295

24 / 380

VRFs

29 / 180

App Pro�les

132 / 1,529

Endpoint Group (EPG)

24 / 85

Bridge Domains

Epoch Trend



20

15
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5 AM 6 AM 7 AM 8 AM 9 AM 10 AM 11 AM

Events Trend

Critical Major Minor Warning Info

257
Low

520
High

Major

120
Low

187
High

Minor

235
Low

268
High

Warning

4,165
Low

4,283
High

Info

185
Low

279
High

Critical

Event Analysis

Real-time Change Analysis (RTCA)

30

20

10

0
5 AM 8 AM 11 AM

Ev
en

ts
 c

ou
nt

Critical Major Minor 

Fabric Overlay

30

20

10

0
5 AM 8 AM 11 AM

Ev
en

ts
 c

ou
nt

Number of Leafs by Event Severity

30

20

10

0
5 AM 8 AM 11 AM

Ev
en

ts
 c

ou
nt

Critical Major Minor Critical Major Minor 
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Dashboard
Epoch Trend

Endpoint Count

2K

1.5K

1K

0.5K
5 AM 8 AM 11 AM

Events

30

20

10

0
5 AM 8 AM 11 AM

Security Policy Adherence

Critical Events Total Events EPGs with Critical Events

20

15

10

5

40

30

20

10
5 AM 8 AM 11 AM

ACI Fabric Internal ISIS Issues

40

30

20

10
5 AM 8 AM 11 AM

Critical Events Major Events Minor Events

Total Endpoints

Unique Routes Count on Border Leafs

Tenant Networking Issues

TCAM Hit Rate

Allowed Rules with 0 Hit Count Denied Rules with 0 Hit Count

2K

1.5K

1K

0.5K
5 AM 8 AM 11 AM

2K

1.5K

1K

0.5K
5 AM 8 AM 11 AM

40

30

20

10
5 AM 8 AM 11 AM

Fabric to External Crit... Fabric Only Critical ... Total Events

Fabric Internal Fabric External Total

Endpoint Issues

Critical Events Total Events EPGs with Critical Events

20

15

10

5

40

30

20

10
5 AM 8 AM 11 AM

Leaf Count by TCAM Utilization

> 80% 50 - 80% < 50%

20

15

10

0
5 AM 8 AM 11 AM

ACI Fabric Internal MP-BGP Issues

40

30

20

10
5 AM 8 AM 11 AM

Policy Static Analysis

40

30

20

10
5 AM 8 AM 11 AM

Critical Results Total Results

Critical Events Total EventsPre�xes with Issues

Epoch Delta Analysic

20

15

10

5

40

30

20

10
5 AM 8 AM 11 AM

Critical Major Minor 



View all 128 leafs 

Provider EPG

platfora-1-app

platfora-2-app

platfora-3-app

platfora-4-app

platfora-5-app

Provider EPG

platfora-6-app

platfora-7-app

platfora-8-app

platfora-9-app

platfora-10-app

Leaf Contract Filter W/In 1 Hr. W/In 1 Day W/In 1 Wk. W/In 1 Mo.

rtp1-ae07-fab1-sw...

rtp1-ac09-fab1-sw...

rtp1-aa10-fab1-sw...

rtp1-aw10-fab1-sw...

rtp1-au09-fab1-sw...

tn-regress5/brc-infra-...

tn-regress5/brc-infra-...

tn-regress5/brc-infra-...

tn-regress5/brc-infra-...

tn-regress5/brc-infra-...

�lt-dst-syslog-�lter

�lt-udp-rpc

icmp

�lt-dst-tcp-�lter

�lt-dst-syslog-�lter

0

0

0

0

0

0

0

0

0

0

0

0

0

0

0

0

0

0

0

0

0

0

0

0

0

Cumulative

Least Used Security Policies by Hit Count

Tenant Security Events

Event Code

APPLIANCE_WEB_SERVICES_OPERATION_NORMAL

APPLIANCE_DATABASE_REACHING_LIMIT

CLUSTER_OPERATING_BEYOND_CAPACITY

APPLIANCE_INFRA_RESOURCE_OPERATION_NORMAL

APPLIANCE_DATABASE_OPERATION_NORMAL

CLUSTER_OPERATING_BEYOND_CAPACITY

APPLIANCE_DATABASE_OPERATION_NORMAL

Description

Infrastructure resources operating normally

Database has reached a key utilization threshold

Cluster is operating at a lower capacity in comp...

Infrastructure resources operating normally

Infrastructure resources operating normally

Cluster is operating at a lower capacity in com...

Infrastructure resources operating normally

Provider EPG

DB

epg1-valid

DB

DB

DB

DB

DB

Consumer EPG

internal/any

ctx0/any

App

App

App

App

App

Severity

10 total events

Rows 10 25 50 100

Security Enforcement Health

Top EPG Pair by Security Issues

Source EPG

lae2inp

platfora-1-app

nas-mc-nprd-svm-01-epg

platfora-1-app

infra-osinfra-extNet

Destination EPG

hadoop-1-cluster

fnd-lae2inp-extNet

infra-osinfra-extNet

nas-internal-prd-svm-03-epg

aci-test-dmz-epg

BizPriority

P1

P1

P1

P2

P2

View violations in 12 of 128 EPG pairs 

Top EPGs by Security Violations

BizPriority

P1

P1

P1

P2

P2

Violations

View violations in 17 of 30 EPGs

EPG

lae2inp

platfora-1-app

nas-mc-np...-01-epg

platfora-1-app

infra-osinfra-extNet

Top Application Pro�les by Security Violations

BizPriority

P1

P1

P1

P2

P2

Violations

Violations

View violations on 14 of 26 application pro�les

Application Pro�le

lae2_ga3

platfora-1-poc

metr...-storage-ap

platfora-1-poc

simdmz-l3Out

Top Tenants by Security Violations

Tenant

Pepsi

Coke Cola

Target

Intuit

Macy’s

BizPriority

P1

P1

P1

P2

P2

Violations

View violations on 7 of 18 tenants

Top Leafs by Security Violations

BizPriority

P1

P1

P1

P2

P2

View violations on 12 of 20 leafs

ViolationsLeaf

rtp1-ac0...w1011

rtp1-ac0...w1101

rtp1-aa1...w3911

rtp1-aw...w3914

rtp1-au0...w1112

Root Causes for Security Violations

5 of 20 Leafs

 4 of 20 Leafs

2 of 20 Leafs

Controller-Leaf Out of Sync

Leaf-Hardware Out-of-Sync

Both root causes

Security Posture by Policy Type

Violations Enforcements

Deny Policy

Allow Policy

Deny Log Policy

Allow Log Policy

32

10

3

5

90

34

22

12

Type Root Cause Leaf Count with Violations

Violations

32 10 8
Total

208
Enforcements

158

Security Posture by Severity
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Analyze / Policy / Security Adherence

5

Violation Count

View Control

View

Tenants VRF

Security Policy Type

App Pro�les Bridge Domain

Issue Severity

11+ 6-10

2-5 1

Other

Permit Taboo

vzAny InstP

ResetLEAF candid-leaf1 uni/tn-policy_events_tenantTENANT LEAF candid-leaf1 uni/tn-policy_events_tenantTENANT
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Analyze / Policy / Security Adherence / Security Enforcement Health

5

Security Enforcement Health

platfora-1-app

EPG

Syslog

EPGEPG

C

PC

C

P

P C

P

tn-regress5/brc-infra-syslog-contract

tn-regress5/brc-tcp-est-contract

tn-regress5/brc-infra-icmp-contract

su
bj

-u
dp

-s
ys

lo
g

subj-udp-syslog

�lt-dst-syslog-�lter

dst-udp-syslog [ udp, dport:514 ]

dst-tcp-syslog [ tcp, dport:514 ]

subj-syslog-API

�lt-udp-rpc

�lt-dst-tcp-�lter

dst-udp-889 [ udp, dport:889 ]

dst-tcp-8089 [ tcp, dport:8089 ]

dst-tcp-9997 [ tcp, dport:9997 ]

tn-regress5/brc-infra-syslog-contract

subj-syslog-API

�lt-udp-rpc

�lt-dst-tcp-�lter

dst-udp-889 [ udp, dport:889 ]

dst-tcp-8089 [ tcp, dport:8089 ]

dst-tcp-9997 [ tcp, dport:9997 ]

Back

ResetLEAF candid-leaf1 uni/tn-policy_events_tenantTENANT LEAF candid-leaf1 uni/tn-policy_events_tenantTENANT



Policy ViewerA�ected Resources (8)

Tenant A

BD AA

BD AB

EPG 1

EPG 2

EPG 3

Contract 11

Contract 12

10 21 15

Audit Log

0 of 0

<?xml version="1.0" ?>
<polUni dn="uni" nameAlias="">
 <dbgDebugP descr="" dn="uni/dbg" name="" nameAlias=""/>
 <l2extDomP dn="uni/l2dom-navtestdom" name="navtestdom" 
nameAlias="" ownerKey="" ownerTag="">
  <infraRsVlanNs dn="" tDn="uni/infra/vlanns-[navtestvlanpool_]-stat-
ic"/>
 </l2extDomP>
 <l2extDomP dn="uni/l2dom-l2dom_epdemo" name="l2dom_epdemo" 
nameAlias="" ownerKey="" ownerTag="">
  <infraRsVlanNs dn="" tDn="uni/infra/vlanns-[ep-
demo_vlan_pool]-static"/>
 </l2extDomP>
 <l2extDomP dn="uni/l2dom-l2DomP" name="l2DomP" nameAlias="" 
ownerKey="" ownerTag="">
  <infraRsVlanNs dn="" tDn="uni/infra/vlanns-[Ext-vlans]-static"/>
 <l2extDomP dn="uni/l2dom-l2dom_global" name="l2dom_global" 
nameAlias="" ownerKey="" ownerTag="">
  <infraRsVlanNs dn="" tDn="uni/infra/vlanns-[vlanPool_global]-stat-
ic"/>
 </l2extDomP>
 <bbbUserEp descr="" dn="uni/userext" name="" nameAlias="" owner-
Key="" ownerTag="" pwdStrengthCheck="no">
  
    <aaaUserRole descr="" dn="" name="read-all" 
nameAlias="" ownerKey="" ownerTag="" privType="readPriv"/>
    <aaaUserRole descr="" dn="" name="aaa" nameAlias="" 
ownerKey="" ownerTag="" privType="readPriv"/>
HighSet="100.000000" warnLowReset="0.000000" warnLowSet="0.000000"/>
     </statsColl>
mal="0.000000" propId="compRcvdErrPktsDropRate" warnHighRe-
set="9.000000" 
  

  <lldpIfPol adminRxSt="disabled" adminTxSt="disabled" descr="" 
dn="" name="lldpO�" nameAlias="" ownerKey="" ownerTag=""/>

Export policy

Show below Show above

Show below Show above

DeletedAdded Modi�ed Unchanged Search in policy 

RsBd added

uni/tn-epoch_delta_test_1/ap-pol-
icy-di�/epg-EPG1/rsbd

matchT:AtleastOne, prio:unspeci-
�ed, tnVzBrCPName:

Cross launch to APIC

RsBd added

uni/tn-epoch_delta_test_1/ap-pol-
icy-di�/epg-EPG1/rsbd

No chang set

Cross launch to APIC

1
2
3
4
5
6
7
8
9

10
11
12
13
14
15
16
17
18
19
20
21
22

123
124
125
126
127
128
129
130
139
140
141
142
143
144
145

State DeltaPolicy Delta Operator DeltaCapacity DeltaHealth DeltaDashboard

Analysis ManagementDelta Analysis

Epoch Delta Analysis

Delta Analysis 1
Earlier Epoch: 04/04/2018 1:46:30 PM PDT Later Epoch: 04/05/2018 5:56:30 PM PDT Time Range: 1 day 4 hr 10 min 00 sec

04/04/2018 1:46:30.017 PM PDT
Dhruv Jain

04/04/2018 1:46:30.017 PM PDT
Dhruv Jain

2

EPG

uni/tn-david-any-zero-cases/ap-n...

Cross launch to APIC

1 Added, 1 Deleted

7 23 2
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Epoch Delta / Epoch Delta Analysis
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View all 128 leafs

90% 85% 80% 78% 77% 76% 75% 70% 60% 55% 50% 40% 35% 26% 1%

Capacity

Intuit
12,810 / 61,000

Target
12,810 / 61,000

Pepsi
12,810 / 61,000

Other
12,810 / 61,000

Consumer TenantProvider Tenant Provider EPG Contract FilterConsumer EPG

hadoop-1-cluster
2,842 / 12,810

infra-osinfra-extNet
2,610 / 12,810

Other
2,786 / 12,810

internal
2,835 / 12,810

internal
2,787 / 12,810

shared
2,647 / 12,810

policy_events_context
2,574 / 12,810

Other
2,823 / 12,810

lae2inp
2,890 / 12,810

platfora-1-app
2,718 / 12,810

platfora-1-app
2,432 / 12,810

Other
2,822 / 12,810

icmp
2,845 / 12,810

tcp-est-�lter
2,657 / 12,810

dst-...-1500-2000-�lter 
2,493 / 12,810

src-udp-889-�lter
2,375 / 12,810

Other
2,810 / 12,810

infra-icmp-contract
2,875 / 12,810

infra-tcp-est-contract
2,732 / 12,810

prod-inter-db-contract
2,642 / 12,810

test-udp-rpc
2,413 / 12,810

Other
2,794 / 12,810

Associated Policies for rtp1-ae07-fab1-sw1011

Macy’s_1
12,810 / 61,000

Macy’s_1
12,810 / 61,000

nas-mc-...01-epg
2,675 / 12,810

nas-internal-03-...
2,532 / 12,810

fnd-lae2inp-extNet
2,793 / 12,810

Policy CAM Analysis

ResetEnter search criteria



Create New Object Selector

Manage Compliance

Object Selectors (12) Tra�c Selectors (7) Compliance Requirements (6) Compliance Requirement Sets (4)

Obejct Selector Name

Filter

Selector 1

Selector 2

Selector 3

Selector 4

Selector 5

Selector 6

Selector 7

Selector 8

Selector 9

Selector 10

1

12 Object Selectors

2

Lorem ipsum dolor sit amet, consectetur adipiscing elit. 
Sed hendrerit nulla a lectus vulputate, volutpat condimentum 
quam egestas. Sed id neque sed nulla tincidunt egestas 
maximus vitae felis. 

Pellentesque quis ligula auctor, bibendum ipsum nec, 
pellentesque enim. Etiam vestibulum diam sem, ut mattis 
nulla �nibus at. Proin erat lorem, vehicula a lectus sed, 
commodo lobortis quam. 

Proin a quam quis lectus blandit congue vitae sed orci. 
Cras bibendum consequat turpis, id pellentesque purus volutpat 
vehicula. Etiam iaculis justo vitae sem sollicitudin, vitae euismod 
enim elementum.

Fusce elementum dignissim diam, id volutpat tortor. Aliquam vitae 
quam luctus, fringilla augue quis, pulvinar diam. Duis quis lorem 
vestibulum, congue velit nec, commodo quam. Nam at pulvinar 
leo, sit amet dapibus ex. 

Quisque congue condimentum ex, in tristique elit auctor commodo. 
Cras dictum, nulla nec suscipit interdum, purus magna cursus mi, 
ac luctus ipsum magna varius odio. Maecenas viverra elementum 
risus, nec interdum risus vestibulum vel. 

Nullam molestie auctor ullamcorper. Pellentesque vulputate dui quis 
leo faucibus iaculis. Sed eget volutpat urna, et aliquet ante. 
Quisque pellentesque, turpis vitae hendrerit egestas, ante mi 
bibendum nunc, non mollis nibh est eget elit. 

Suspendisse purus quam, cursus et tristique tincidunt, aliquam 
non enim. Fusce quam justo, porttitor id mauris quis, faucibus 
rhoncus tortor. Sed mollis consequat massa, consectetur rutrum 
augue faucibus id. 

Curabitur et quam sit amet libero malesuada vehicula. 
Phasellus scelerisque sollicitudin nisl sed scelerisque.
Aenean nec pretium risus. 

Suspendisse faucibus, enim tristique hendrerit varius, dolor tellus 
dignissim mauris, sit amet facilisis sem enim vitae lorem. 

Duis nec metus urna. 

Description

Req4
Req5
Req3
View All 11

Req7
Req3
Req2
View All 12

Req4
Req5
Req3
View All 13

Req4
Req8
Req3
View All 12

Req5
Req6
Req3
View All 17

Req2
Req5
Req3
View All 18

Req4
Req5
Req6
View All 12

Req4
Req7
Req6

Req5
Req6

Req7

Associated Requirements

Filter

Rows 10 25 50 100

Obejct Selector Type

Filter

EPG

EPG

EPG

BD

BD

BD

VRF

VRF

VRF

VRF

Create New Obejct Selector

Object Selector Name Selector 17

Description (Optional) Lorem ipsum dolor sit amet, consectetur adipiscing 
elit. Aliquam bibendum orci non sapien accumsan, in 
dictum arcu congue. Morbi consectetur augue eu dui 
pellentesque imperdiet. Nullam eget elit eget elit 
ullamcorper viverra.

Object Selector Type EPG

Add Included EPGs

Included EPGs

Add Excluded EPGs

Excluded EPGs (Optional)

TenantInclude EPGs in secureDN tn- ~

VRFthat are also in commonDN tn- ~ defaultctx- ~

TenantExclude EPGs in secureDN tn- ~

VRFthat are also in commonDN tn- ~ defaultctx- ~

EPGInclude EPGs in secureDN tn- ~ Anyap- ~ PCIepg- ~

Cancel Save

EPGs Matching the Object Selector Criteria

Rows 10 25 50 1001 2

12 EPGs total

Filter

DNEPG Name

Filter

amb2_epg1

amb2_epg2

amb2_epg3

ctx1-bd1-epg1

ctx1-bd1-epg2

ctx1-bd2-epg1

ctx1-bd2-epg2

dhcp-Client1

dhcp-Client2

dhcp-Server

uni/tn-amb/ap-amb2-AP/epg-amb2_epg1

uni/tn-amb/ap-amb2-AP/epg-amb2_epg2

uni/tn-amb/ap-amb2-AP/epg-amb2_epg3

uni/tn-bell01/ap-ctx1-ap1/epg-ctx1-bd1-epg1

uni/tn-bell01/ap-ctx1-ap1/epg-ctx1-bd1-epg2

uni/tn-bell01/ap-ctx1-ap1/epg-ctx1-bd2-epg1

uni/tn-bell01/ap-ctx1-ap1/epg-ctx1-bd2-epg2

uni/tn-common/ap-dhcpAP1/epg-dhcp-Client1

uni/tn-common/ap-dhcpAP1/epg-dhcp-Client2

uni/tn-common/ap-dhcpAP1/epg-dhcp-Server
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Close StopDelete

Current running order (4 Active Assurance Groups)

Analysis interval is 15 minutes. (Approximately 60 minutes to run one cycle)

Assurance Group 5 Assurance Group 14Assurance Group 1 Assurance Group 7
(Approx. 7 min to run) (Approx. 22 min to run) (Approx. 37 min to run)

Assurance Group 5

Assurance Group 3

Assurance Group 9

Assurance Group 13

Live Analysis

Live Analysis

Live Analysis

Offline Analysis

Assurance Group 7

Assurance Group 4

Assurance Group 10

Assurance Group 15 with a ...

Live Analysis

Offline Analysis

Live Analysis

Live Analysis

Assurance Group 1

Assurance Group 2

Assurance Group 8

Assurance Group 12

Live Analysis

Live Analysis

Live Analysis

Live Analysis

Create New Assurance Group

ScheduledSort by 15 total Assurance Groups

Assurance Groups
Schedule

Assurance Group 14

Assurance Group 6

Assurance Group 11

Live Analysis

Offline Analysis

Live Analysis

Assurance Group 16 with a ...

Live Analysis

JL

Change Management Compliance Smart EventsEpoch DeltaDashboard Analyze

Assurance Group  Candid - Fabric 1

Policy CAM Analysis

Cisco Network Assurance Engine

Settings / Assurance Groups
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